Extract from Employee Contract

1. Security of Information & GDPR
Employees are responsible for keeping documents, sensitive business data and work related materials confidential and secure at all times. The employee must comply with guidelines and/or policies where relevant as per the Employee Handbook and GDPR policies. 

Suggested Addendum; 
2 Data Protection 
Carlow County Childcare Committee will collect, retain and process your personal data (including your sensitive personal data) about you on computer and in manual files/paper files.  This data will only be used to efficiently manage the service so that we can monitor our compliance with the law and best practice, for staff administration purposes and for other legitimate purposes consequent to your employment with Carlow County Childcare Committee. For these purposes, it may be from time to time necessary to disclose relevant personal data to third parties, including (but not limited to) payroll processor or insurers. It may also be necessary to process data in order to comply with any legal or regulatory obligations.  Carlow County Childcare Committee will process all personal data in accordance the Data Protection Acts 1998 and 2018, and the General Data Protection Regulation. Should your personal circumstances change, you should notify Carlow County Childcare Committee immediately of any changes in your personal data.  For further details on processing your data and on your rights under the General Data Protection Regulation please refer to our privacy policy.

